PROCEDURES

REQUESTING ACCESS TO WSU’s BANNER MANAGEMENT SYSTEMS and ENTERPRISE APPLICATIONS

[ Banner, Xtender, Cognos, ODS, Workflow, SMARTi, and STARS]
Select and Save the applicable Access Request Form to your desktop.  Once completed and reviewed by the authorizer/Business Affairs Officer, they will attach the form to an e-mail and send it to: security@lists.wayne.edu for processing.
Access Request Form 

1. Download the Banner Access Request Form from computing.wayne.edu. The form must be completed by the applicant‘s authorized manager/Business Affairs Officer.
2. Fill in the applicant’s name, title, and WSU AccessID.

3. Fill in the school, college or division, and the department.

4. Fill in the applicant’s email address (aa####)  <AccessID@wayne.edu>.

5. Fill in the appropriate information for the type of access requested. For Banner Student access, obtain and sign a Code of Responsibility form.
6. The authorizer’s full legal name, title, department, and email address must be entered to indicate authorization for access, and the Applicant/User compliance with existing Wayne State University Policy 00-1 Acceptable Use of Information Technology Resources responsibilities.

Banner Management Systems Request Profile Form

1.  The authorizer/Business Affairs Officer must complete this form.

2. Enter the applicant’s name and AccessID.

3. Check ( X ) the appropriate Banner Access Profile(s).  
4. After you have completed the form, be sure to use Save As… under the File menu and save the form to a Microsoft Word (.docx) document on your desktop or save as a .pdf file.  You will submit this file as an email attachment.
5. Send the form(s) as an attachment in an email to security@lists.wayne.edu.
6. After the request is implemented, the applicant will receive a Banner password via email. The email message will contain information on how the applicant can change the initial password issued. 

7. For confirmation, an email message will also be sent to the authorizer.

NOTE:   Banner Finance (FMS/RAPP) and Human Resources (HRMS) new users should allow 48 to 72 hours before attempting to use their new account as there is an additional Application Security setup implemented by Finance Business Operations (FBO – Itech Support).
C&IT Access & Identity Management Office <security@lists.wayne.edu>

Last Revised:  11/14/13

